Video surveillance information pursuant to art. 13 EU Regulation 2016/679

Dear Interested,

with this information, pursuant to the provisions of art. 13 of EU Regulation 2016/679 (hereinafter "GDPR"), we wish to inform you about the processing of your
personal data acquired and processed through the video surveillance system operating at the operational headquarters of the Data Controller, in compliance with
the provisions of the General Regulation on the Protection of Personal Data (EU) 2016/679, by the Provision of the Guarantor for the protection of personal data
in the field of video surveillance of 8 April 2010 and subsequent amendments, of the Guidelines 3/2019 on the processing of personal data through devices video
- Version 2.0 Adopted on 29 January 2020 by the European Data Protection Board.

Data Controller

Azienda Trasporti Funicolari Malcesine Monte Baldo

Sede legale: Corso Porta Nuova 96, 37122 — Verona (VR)

Sede operativa: Via Navene Vecchia 12 - 37018 — Malcesine (VR)
Partita Iva 01468720238 — R.E.A. VR 252099

Email: privacy@funiviedelbaldo.it

Posta elettronica certificata: direzione@pec.funiviedelbaldo.it
Sede operativa: Tel. +39 045 7400206 — Fax +39 045 7401885
Sede legale: Tel. +39 045 592434 — Fax +39 045 593818

Data Protection Officer
The Data Protection Officer appointed by the Data Controller can be contacted at the following email address: dpo@funiviedelbaldo.it.

Categories of data processed
The personal data processed by a video surveillance system consist of images acquired and recorded by the system itself.

Purpose of the processing and legal bases
Personal data are processed for the following purposes: protection of company assets; safety of people. The legal basis of the processing can be found in the
pursuit of the legitimate interest of the Data Controller and / or third parties (Article 6 paragraph 1 letter f GDPR).

Need for processing
The video surveillance system is to be considered essential for the safety of people and for the protection of company assets. For these purposes, the processing
is necessary.

Processing Methods

The processing is carried out in compliance with the methods and requirements established by the GDPR, by the provisions of the aforementioned Provision of 8
April 2010, as well as the 3/2019 Guidelines on the processing of personal data through video devices - Version 2.0 adopted on 29 January 2020 of the European
Data Protection Board and will include all the operations or set of operations indicated in Article 4, no. 2), Regulations - carried out with the aid of IT systems - and
more precisely: collection, registration, organization, structuring, updating, conservation, adaptation or modification, extraction and analysis, consultation, use,
communication by transmission, comparison, interconnection, limitation , deletion or destruction of data. The processing is carried out through the use of
electronic tools, is managed by specifically appointed, authorized and / or designated personnel and the data is stored via IT support. The Data controller has put
in place security procedures regarding access to servers. The area subjected to filming and recording is manned by information signs indicating the presence of
the video surveillance system.

Data retention

The images will be kept for a period not exceeding 7 days following their detection, after which they will be deleted by overwriting, subject to specific needs for
further conservation (in relation to holidays or office closures, for the acquisition of evidence in the event of theft, due to specific investigative requests from the
Judicial Authority), as well as in the event that a specific investigative request from the Judicial Authority or Judicial Police has to be answered.

Scope of communication and dissemination of data

The processing will be carried out, in part, directly by the Data Controller: the recipients of the data subject's personal data include the authorized subjects
belonging to the Data Controller's organization, appropriately trained and made aware of the constraints imposed by EU Regulation 2016/679. For the pursuit of
the aforementioned purposes, personal data may be disclosed to third parties, appointed as Data Processors (Article 28 of the GDPR) by the Data Controller,
exclusively in order to comply with contractual or legal obligations, belonging to the following categories: subjects external persons in charge of the management
/ maintenance / administration of the video surveillance system, any professionals who lend their consultancy activities to the Data controller.

The complete list of the persons appointed as Data Processors is available upon request from the Data Controller.

The images may be communicated to police forces and / or judicial authorities, in case of request.

The data collected through the video surveillance system will not be disseminated.

Data transfer abroad

For the purposes indicated above, the Personal Data will be processed within the European Economic Area (EEA). Should they be transferred to Third Countries,
in the absence of an adequacy decision by the European Commission, the provisions of the applicable legislation on the transfer of Personal Data to third countries
will be respected, such as the Standard Contractual Clauses approved by the European Commission.

Data subject rights

In the presence of the conditions provided for by the GDPR, the data subject may exercise the rights provided for in Articles 15 and following of the Regulation
(Chapter lll) in particular, the right of access to personal data, cancellation ("right to be forgotten"), limitation of processing, opposition at any time to the
processing of data.

It should be noted that the right to update, rectify or integrate is not practically exercisable in consideration of the nature of the data being processed.
Furthermore, the right to portability cannot be exercised in consideration of the legal basis of the processing.

To exercise the aforementioned rights, a specific request must be sent to the Data Controller at the addresses specified above.

Before providing an answer, the data controller may need to identify the data subject, by requesting to provide a copy of his identity document.

Written feedback will be provided without undue delay and, in any case, no later than one month from receipt of the request.

Pursuant to art. 77 of the GDPR, if the data subject considers that the processing of personal data concerning him or her does not comply with the Regulations,
the right to lodge a complaint with the Guarantor for the Protection of Personal Data (www.garanteprivacy.it) is recognized.



